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Abstract of the contribution: This contribution proposes an update to Key Issue #3, solution #6 to support Layer-3 UE-to-Network Relay in Rel-17.
1. Background 
Past 3GPP SA2 meetings have agreed on several solutions for KI#3 to Support of UE-to-Network Relay for ProSe.
As part of solution #6, we have:

“The ProSe 5G UE-to-Network Relay shall relay unicast traffic (UL and DL) between the Remote UE and the network. The ProSe UE-to-Network Relay shall provide generic function that can relay any IP, Ethernet or Unstructured traffic”.

And also:

“The type of traffic supported over PC5 reference point is indicated by the ProSe UE-to-Network Relay e.g. using the corresponding Relay Service Code. The UE-to-Network Relay determines the PDU Session Type based on, e.g. ProSe policy/parameters, URSP rule, Relay Service Code, etc.”

“IP type PDU Session and Ethernet type PDU Session can be used to support more than one Remote UEs while Unstructured type PDU Session can be used to support only one Remote UE.”

The current maximum number of PDU session IDs limits the number of PDU sessions, and hence the number of remote UEs, that can be served by a UE-to-Network Relay. This is especially the case when all or most of the remote UEs are using Unstructured PDU session type.
Support for increased number of PDU sessions is needed for UE-to-Network Relay, in particular for Unstructured type PDU Session, if more Remote UEs beyond the current maximum number of PDU session IDs is expected.

Based on the above, this paper proposes to address the above issues in current Solution #6 before further evaluation and conclusion.
2. Text Proposal

It is proposed to update the following text within the TR23.752.   
*** Start of the change ***
6.6
Solution #6: Layer-3 UE-to-Network Relay
6.6.1
Description

This is a solution for key issue #3, UE-to-Network Relay.

The ProSe 5G UE-to-Network Relay entity provides the functionality to support connectivity to the network for Remote UEs (see figure 6.6.1-1). It can be used for both public safety services and commercial services (e.g. interactive service).

A UE is considered to be a Remote UE for a certain ProSe UE-to-Network relay if it has successfully established a PC5 link to this ProSe 5G UE-to-Network Relay. A Remote UE can be located within NG-RAN coverage or outside of NG-RAN coverage.
Remote UE may perform communication path selection between direct Uu path and indirect Uu path based on the link quality and the configured threshold (pre-configured or provided by NG-RAN). For example, if Uu link quality exceeds configured threshold, the direct Uu path is selected. Otherwise, the indirect Uu path is selected by performing the UE-to-Network Relay discovery and selection.
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Figure 6.6.1-1: Architecture model using a ProSe 5G UE-to-Network Relay

The ProSe 5G UE-to-Network Relay shall relay unicast traffic (UL and DL) between the Remote UE and the network. The ProSe UE-to-Network Relay shall provide generic function that can relay any IP, Ethernet or Unstructured traffic;

-
For IP traffic over PC5 reference point, the ProSe UE-to-Network Relay uses IP type PDU Session towards 5GC.
-
For Ethernet traffic over PC5 reference point, the ProSe UE-to-Network Relay can use Ethernet type PDU Session or IP type PDU Session towards 5GC.

-
For Unstructured traffic over PC5 reference point, the ProSe UE-to-Network Relay can use Unstructured type PDU Session or IP type PDU Session (i.e. IP encapsulation/de-capsulation by UE-to-Network Relay) towards 5GC.
The type of traffic supported over PC5 reference point is indicated by the ProSe UE-to-Network Relay e.g. using the corresponding Relay Service Code. The UE-to-Network Relay determines the PDU Session Type based on, e.g. ProSe policy/parameters, URSP rule, Relay Service Code, maximum number of PDU sessions supported etc.

NOTE 1:
How the UE-to-NW relay determines PDU session type should be evaluated independent from other part of this solution while considering other PDU session parameters, e.g. DNN, SSC mode.
IP type PDU Session and Ethernet type PDU Session can be used to support more than one Remote UEs while Unstructured type PDU Session can be used to support only one Remote UE.
NOTE 2:
Support for increased number of PDU sessions is needed for UE-to-Network Relay, in particular for Unstructured type PDU Session, if more Remote UEs beyond the current maximum number of PDU session IDs is expected.
Editor's note: Support of non-unicast mode communication (i.e. one-to-many communication/broadcast or multicast) between network and UE-to-Network Relay UE and between UE-to-Network Relay and Remote UE(s) depends on the result of FS_5MBS work.

One-to-one Direct Communication is used between Remote UEs and ProSe 5G UE-to-Network Relays for unicast traffic as specified in solutions for Key Issue #2.

The protocol stack for Layer-3 UE-to-Network Relays is shown in Figure 6.6.1-2.
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Figure 6.6.1-2: Protocol stack for ProSe 5G UE-to-Network Relay

Hop-by-hop security is supported in the PC5 link and Uu link. If there are requirements beyond hop-by-hop security for protection of Remote UE's traffic, security over PDU layer needs to be applied.

Further security details (integrity and privacy protection for remote UE-Nw communication) will be specified in SA WG3.

According to the definition of service continuity in TS 22.261 [3] and TS 23.501 [6], it can be seen that "service continuity" is different from "session continuity" by definition, and service continuity can be achieved at application layer regardless of IP address preservation:

-
For Mission Critical Service in Public Safety, service continuity can be achieved by the application layer mechanism, e.g. as described in Annex B in TS 23.280 [29].

-
For commercial IMS use cases, service continuity can be achieved using mechanisms described in TS 23.237 [30].

-
For commercial use cases with application layer out of 3GPP scope (e.g. non IMS), service continuity can be achieved using similar way, e.g. QUIC.

It is noted that all of the above application layer mechanisms can be reused for Layer-3 UE-to-Network Relay without any enhancements in this study item.

*** End of the change ***
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